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# Purpose

This policy describes the way we see using any type of removable media in our company. The purpose is to minimize the risk of loss or exposure of the company’s information maintained by <Company>.

# Scope

This policy applies to all employees, users, and third parties who access or use <Company> information assets, regardless of physical location.

IT resources include all company-owned, licensed, leased, or managed hardware and software used by the <Company> Infosec network via a physical or wireless connection, regardless of the ownership of the computing device connected to the network.

# Policy

* Removable media usage is strictly prohibited (except if it is explicitly allowed by the Management), as it poses a high risk of malware infections or corporate data loss.
* The only way of the applied data transfer is <Defined resource>. Employees cannot download any type of received data on the USB drive or any other removable media.
* The exception is Asset Manager, who can sometimes use the approved USB Drive for installation purposes.
* Employees can ask for individual exceptions from the Management.

# Disciplinary actions

Employees who violate this policy may face disciplinary consequences in proportion to their violation. Management will determine how severe an employee’s offense is and take the appropriate action.

# Change, Review, and Update

This policy shall be reviewed once every year unless the owner considers an earlier review necessary to ensure that the policy remains current. Changes to this policy shall be exclusively performed by the ISMS Manager and approved by the ISMS Committee.

# Responsibility

This is the responsibility of the ISMS Manager to maintain and make sure everyone is aware of this policy.

# Reference

* ISO 27001 Annex A.8.3.1 Management of Removable Media
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